Wizard View

The express view is a streamlined view for classifying hosts in ISORA for non-IT support staff. You can access the ISORA Express View via:

https://isora.security.utexas.edu/#express

This is the default view for non-IT support staff who have been delegated hosts. If this applies to you, then upon logging in to ISORA, you will see a screen similar to the picture below. When you wish to answer for a host or question, simply click the button beside the desired entry.

Categorizing a Host

When you select a host, you will be walked through a series of questions intended to determine whether confidential data is used with or stored on the host. Each question will have an option to display definitions, background, and policy explanations in order to help you choose the most accurate answer. After going through all of the questions, simply repeat the same process for any remaining hosts.
Host Categorization Wizard

Name: pandaddy

MAC: 00:00:00:00:00:00 (XEROX CORPORATION)

Location: (unknown on-premises location)

Description: this is a thing

Welcome to the Wizard!

Welcome to the Wizard

The wizard will help you determine what data classification should be associated with the system listed above.

Please answer the questions that follow to the best of your ability.

To begin, please choose what sort of system this is:

- Laptop
- Desktop
- Server
- Personal Device
- Other

Next
Host Categorization Wizard

**Name:** pandaddy

**MAC:** 00:00:00:00:00:00 (XEROX CORPORATION)

**Location:** (unknown on-premises location)

**Description:** this is a thing

System Encryption

Does your device implement any operating system features or software that encrypt the data stored on the device? Common encryption programs/features include FileVault (OSX), BitLocker (Windows), TrueCrypt, VeraCrypt, Etc.

Is the data on this system encrypted?

- Yes/Unsure
- No

[What does this mean?]